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1. Key Findings

This document presents the Slovakia results of a qualitative study undertaken as part of the
CONSENT project (work package 8). The analyses and results are based on a set of ten semi-
structured in-depth interviews regarding the awareness, values and attitudes of user
generated content (UGC) website users towards privacy. The respective interview guideline
consisted of 27 questions and sub-questions.

The selection of interviewees was aiming at a 8:2 split between UGC users and non-users, an
even gender distribution, and a further split by age group to ensure as wide a representation
as possible. However, the data did not reveal any strong links between the respondents’
attitudes and their different gender or age, confirming the result from the previous
guantitative study (CONSENT work package 7).

In their general perceptions of privacy, Slovakian interviewees differentiated between
information that is perceived as personal but not very private, information that is perceived
as private and its privacy status being a social norm, and information which is considered as
private and critical, its disclosure being associated with potential personal risks. At the same
time, being strongly engaged in social networking did not necessarily go together with a
greater willingness to disclose information online for commercial trade-offs, and being open
to commercial trade-offs was not visibly linked to a more “generous” disclosure of personal
and private information on UGC sites.

Regarding the different specific practices of websites owners, respondents mostly accepted
the customising of website content through accepting commercial principles and by
appreciating the free services such websites provide. The acceptance of website owners’
passing on personal and private information to others was considerably lower, interviewees
expecting to be at least being asked for their consent. Selling personal and private
information to other companies was also not accepted by the majority of respondents who
were outlining, again, the lack of consent and their uncertainty about which information
would be sold to whom.

However, most Slovakian interviewees did not reveal any distinct disclosure strategies —
expect for their general intention not to disclose much information and sharing it only with
people they know. At the same time, though, only a minority made their privacy settings
stricter; those who left their privacy settings in default mode either did not perceive the
need to take such protection measures, or they felt that modifying these settings was “too
technical” and they did not know how to change them.

Similarly few respondents claimed that they mostly read privacy policies — the majority
perceived them as too long and too difficult to understand. Additionally, a prominent reason
outlined for not reading privacy policies was a perceived helplessness, feeling forced to
accept any conditions if they wanted to use UGC website services. Only two out of ten
interviewees declared they would not register and look for alternative websites if they were
not satisfied with the respective site’s policy content.

The Slovakian interviewees did appear to have developed a sense of privacy “offline”, linked
to a strongly perceived need of security — which requires efforts to be made, maintained
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and, potentially, even to set rigid demarcations. However, this perception seemed to be
translated into the online environment only to a limited extent. Attitudes to online privacy
may also be based on the interviewees’ stated lack of negative experiences. This, in
combination with a perceived helplessness to successfully enforce user interests, may result
in what superficially appears as user inertia Actually, though, it may represent (mutually
reinforcing) effect of both aspects of what is perceived as “not within our competence” (l-8,
UGC user): lacking both expertise and authority.



2. Introduction
2.1 Study Target

The analyses and results in this document are based on a set of semi-structured in-depth
interviews regarding the awareness, values and attitudes of user generated content (UGC)
website users towards privacy. This study was undertaken as part of the CONSENT® project.
This document highlights the findings from the study that are relevant to Slovakia. Other
separate reports are available for Bulgaria, Czech Republic, Denmark, France, Germany, Italy,
Malta, the Netherlands, Poland, Romania, Spain, and the United Kingdom.

The interview guideline used in this study consisted of 27 questions and sub-questions,
covering general internet usage and its perceptions, individual attitudes and behaviour
regarding the specific usage of UGC websites, probing in particular those related to the
disclosure of personal and private information. The interview design was aiming at gaining
an in-depth understanding of individual levels of awareness and acceptance concerning
website owners’ practices of using such information for various commercial purposes, the
experienced, expected — or unexpected — consequences, and the related strategies of users
as well as of non-users.

! “Consumer Sentiment regarding privacy on user generated content (UGC) services in the digital economy”
(CONSENT; G.A. 244643) — which was co-financed by the European Union under the Seventh Framework
Programme for Research and Technological Development (SSH-2009-3.2.1. “Changes in Consumption and
Consumer Markets”).



2.2 Methodology

Overall 130 interviews — ten in each country (see above) — were conducted between May
and July 2012. Personal references and snowball techniques were used to find individuals
willing to take part in this study which, as a qualitative analysis, does not claim to be
representative for an entire EU population or any of the individual EU countries where
interviews were conducted.

However, in order to gather a more in-depth insight into the individual perceptions,
attitudes and behaviour as revealed in the quantitative study of the CONSENT project’s work
package 7, the participating partner countries were required to select interviewees following
certain quota that would ensure representation of different sub-groups:

Total Number of Interviews = 10

UGC users 8 4 male / 4 female, of which at least 6 use SNS (at least 1 male and 1
female), and 2 (1 male and 1 female) that use UGC, but not SNS.

UGC non-users 2 1 male / 1 female
of which

Male 5
Gender

Female 5

Urban/ 8 4 male / 4 female
Location suburban

Rural 2 1 male / 1 female

15-24 3

25-34 3 of which 1 UGC non-user
Age group

35-44 2

45+ 2 of which 1 UGC non-user

The breakdown of interviewees’ characteristics comprised, as a basic categorisation, the 8:2
split between UGC users and non-users (preferably including two UGC but non-SNS users),
and an even gender distribution. Then, the interview requirements were split further down
by location and age group, aiming at a wide a representation as possible whilst keeping the
total number of interviews per CONSENT partner at a manageable level.

After conducting the interviews, all interviews were fully transcribed in the local language,
and a pre-analysis template for each interview was filled out in English. The development of
this template was based on pilot interviews conducted earlier, and it served primarily for the
collating, formal structuring and pre-coding of the vast amount of collected data. Then, the
content of each set of country templates was analysed section by section, labelling them
with additional codes which either summarised specific processes and practices or
constructions and interpretations®. This process of re-coding also initialised a critical
restructuring and rethinking of the codes applied first, and allowed for a more focussed data
analysis and drawing together overarching themes. Finally, a draft version of each country
report was submitted to the respective partner for revision and amendments.

? Data could fall into different categories at the same time and were then also double-coded as such.




2.3 Description of the Sample

The data analysis for Slovakia is based on ten interviews with a demographic distribution as
shown in the table below. The sample does not contain UGC non-users and none of the

interviewees represent the age group 35-44.

Interviewee No. Gender Age Age category | Location category UGC usage

-1 Male 29 25-34 Urban/Suburban UGC user

-2 Female 21 15-24 Urban/Suburban UGC user

-3 Female 25-30 25-34 n.a. UGC user

-4 Male 50 45+ n.a. UGC user

I-5 Male 33 25-34 Rural UGC (non-SNS) user
I-6 Male 24 15-24 Urban/Suburban UGC (non-SNS) user
-7 Female 47 45+ Rural UGC user

-8 Male 24 15-24 Rural UGC user

1-9 Female 23 15-24 Urban/Suburban UGC user

I-10 Female 52 45+ Urban/Suburban UGC (non-SNS) user

Three interviews were conducted within university premises (faculty building or seminar
room); for one interviewee this location represented her working place, and two were
university students. One interview was held in the interviewee’s home. The rest of the
interviews were conducted in public places such as in cafeterias or in a park. While most
respondents seemed relaxed and keen to respond to all questions, mostly in an informal
manner, one interviewee was also open but intent upon giving lengthy answers (I-4, UGC
user, male, 50), two interviewees appeared to be slightly nervous (I-6, UGC (non-SNS) user,
24, male; 1-9, UGC user, 23, female) and one interviewee did not appreciate the fact that she
was being recorded (1-10, UGC (non-SNS) user, 52, female).

All interviewees (with the exception of I-2 and I-8 who indicated six to seven years of usage)
have been using the internet for at least ten years. Examining the relation between SNS
usage and the age when these respondents started to use the internet, there is no
recognisable link between being a “digital native” or a “digital initiate” and using, or not
using, SNS websites:

Interviewee No. | Age Years of Internet | Age when starting to | UGC usage
usage use the Internet

I-1 29 12-13 16-17 UGC user

-2 21 6-7 14-15 UGC user

-3 25-30 12-13 ? UGC user

I-4 50 20 30 UGC user

I-5 33 15-20 13-18 UGC (non-SNS) user
I-6 24 10 14 UGC (non-SNS) user
I-7 47 10 37 UGC user

-8 24 6-7 17-18 UGC user

-9 23 10 13 UGC user

I-10 52 20 32 UGC (non-SNS) user




3. Results

3.1 General Online Attitudes

Of those seven interviewees who are SNS users, only one declared that he perceived a
certain peer pressure to join a social networking site (Facebook), opening an account
because of the perceived need to stay in touch with fellow students. The main reason given
for opening a SNS account (by four users; three didn’t indicate any reasons) was to be
generally “in contact with people, communication” (1-8, UGC user) and it was specifically felt
that “it is an interesting and good way to keep in touch with people whom | have not seen for
a longer time” (I-3, UGC user). However, it appeared that online social networking was
perceived as something that could support communication with friends and family members
but did not substitute offline relationships or had taken over the function of organising all of
the interviewees’ social relationships.

Reasons for SNS non-usage were a lack of time, a general lack of interest, and a preference
for “normal communication” (I-10, UGC (non-SNS) user); one respondent indicated
additionally that “/ don’t believe that these sites are secure” (1-10, UGC (non-SNS) user).

Regarding the usage of other UGC websites, photo and video sharing websites appeared to
attract the interest of most interviewees. Those who held accounts and were not mere
passive users outlined not only the ability to share information but also to organise the
content they were interested in. However, the aspect of sharing travel- or hobby-related
photos, videos or information in general — also in the context of review websites — played
the most prominent role. All other types of UGC websites were used only by a minority of
interviewees, mostly due to a lack of interest. Additionally, business networking sites were
perceived only as useful if there was an actual “need” for new employment, active micro-
blogging was seen as rather time-consuming, and dating websites appeared to raise
suspicion with some respondents as “a bit dangerous way of meeting people” (1-3, UGC user)
or being insecure referring to privacy protection. Privacy concerns were not mentioned as a
reason for non-usage for any of the other types of UGC websites.

This stands in contrast to the interviewees’ statements regarding their personal likes and
dislikes of the internet in general. Here, privacy concerns did play a certain role, as
“everywhere they require various data and information; they store that all, and that all
bothers me” (I-2, UGC user), and “a lot of pages want registration” (1-10, UGC (non-SNS)
user). There were stronger views expressed about the dislike of viruses and unwanted
advertisements. Whereas all respondents appreciated the ease and speed of access to
information, it appeared that particularly the UGC (non-SNS) users shared a rather
“utilitarian” view of the internet: “Internet as such | do not like, and | have no relation
towards it: | use it only as a tool. It is the same as if you asked me if | like any instrument or a
tool that | use in my garden. Simply | do not have any relations in that respect” (1-5, UGC
(non-SNS) user).



3.2 Information Disclosure — “Offline” and Online

In order to gain an insight into how UGC users’” and non-users’ behaviour corresponds with
their attitudes and perceptions “offline” (e.g. regarding privacy-related social norms),
respondents were encouraged to imagine a situation where, whilst travelling on a plane, a
stranger would ask them a number of personal questions — whether they would reveal their
marital status, their income, and their ID card number. After that, they were requested to
talk about their reaction if the same questions were asked by a friend.

In these imagined “offline” situations, it strongly depended on the type of personal or
private information® whether or not Slovakian respondents would disclose it to a stranger.
Being asked for their marital status was considered by all interviewees as something that is
“no problem” (I-1, UGC user; I-5, UGC (non-SNS) user) or “not so sensitive information” (-6,
UGC (non-SNS) user), or disclosing this information was perceived as acceptable because
they would never meet that person again (I-10, UGC (non-SNS) user). Only very few
respondents showed some hesitation — “/ would answer, but only after a while, and |
wouldn’t give all the information at once” (1-8, UGC user) or felt the need to maintain “some
form of conversation” out of normative politeness.

In contrast, half of the respondents indicated that they would not reveal their income to a
stranger — either due to it being perceived as “private information” (1-9, UGC user), or as
“things that should not be discussed” (1-5, UGC (non-SNS) user), violating as such a social
norm. Strategies to re-establish the violated norm were described by not giving a precise
figure but only an approximate, a range, or a very general evaluation (e.g. a “good” income).

Finally, perceptions towards the disclosure of ID card numbers were rather homogeneous.
This is seen as “too sensitive information” (1-10, UGC (non-SNS) user), being asked for it by a
stranger was considered as a suspicious request that could bear intentions of misuse and
may even result in some abrupt response: “/ would probably end our conversation” (1-9, UGC
user) — “this is my privacy” (1-8, UGC user).

Even being asked by a friend for one’s ID card number was perceived by all interviewees as
not acceptable and raising feelings of discomfort: “I really don’t know whether to tell friends
although there is trust — | am embarrassed” (I-7, UGC user). One respondent expressed his
fear that such information could be misused even if disclosed to friends (I-6, UGC (non-SNS)
user) and, as a possible solution, another one (I-1, UGC user) considered providing a fake
number. Regarding the disclosure of income to friends, responses were again varied.
Whereas a majority would be willing to give this information, there were still perceptions
that “such things [you] do not ask” (I-5, UGC (non-SNS) user), and evasive strategies being

® The distinction made here between “personal” and “private” is following educational definitions where
personal information cannot be used to identify someone (in the sense of identity theft), whereas private
information can be used to identify someone and may be unsafe to share. This distinction is currently not being
made in data protection law which only refers to “personal” data/information, in common language both terms
are often used synonymously, within the various scientific disciplines there is a wealth of different definitions,
and there are also different meanings in different languages. However, many respondents intuitively
differentiated between the two terms — by ascribing to them different levels — or “types” (e.g. ownership vs.
spatial relationship) — of privacy.
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followed. However, revealing their marital status to friends was seen by all respondents as
something being subject to reciprocity and mutual trust within friendships.

Regarding the question of what information would be disclosed online in the context of
commercial trade-offs® the interviewees’ responses showed a certain similarity to the
attitudes previously revealed in the case of offline information disclosure towards strangers
(marital status, income, ID card number). Whereas most interviewees would reveal, as
mentioned above, their marital status to a stranger in an offline situation, the majority
would not reveal their annual income or their ID card number. However, the majority of
respondents were prepared to disclose other personal information such as their phone
number, their address, their date of birth, and the number and age of their kids, and half of
respondents would reveal their partner’s email address and home or life insurance data. On
the other hand, those interviewees who were more restrictive in the handling of their
personal data, indicated privacy as the predominantly motivating factor.

Regarding the disclosure of personal and private data specifically on UGC websites,
disclosing one’s hobbies and interests represented the most coherent practice amongst all
interviewees. However, half of the respondents declared that they had disclosed their name
and photos of themselves; all other information (photos of family/friends, audio/video
recordings, medical information, sports, places, tastes and opinions) was only indicated as
ever revealed by a minority. Finally, being engaged in UGC usage did not necessarily go
alongside a greater willingness to disclose information for commercial trade-offs, and being
open to commercial trade-offs was not visibly linked to a more “generous” disclosure of
personal and private information on UGC sites.

* For commercial trade-offs, interviewees were asked whether they would disclose online their phone number,
address, date of birth, marital status, income, number and age of kids, their spouse’s email address, their home
insurance, life insurance, and their ID card number.
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33 Privacy Matters
3.3.1 Which Privacy matters: Awareness and (Non-)Acceptance

Only four Slovakian interviewees (two UGC users and two UGC (non-SNS) user) indicated
that they were aware before opening a UGC website account that website owners may use
personal information provided by users to customise their site’s content, but four further
respondents became aware of this after opening the account — by using the respective site
and, as one respondent pointed out, by receiving advertisements. The two remaining
respondent UGC users were, at the time of the interview, not aware of these (and most
other) website owners’ practices.

Acceptance levels — and the underlying motivation for acceptance — differed depending on
the respective practice. The customising of content was accepted, or accepted under the
condition of previous consent, by the majority (nine) of respondents. They perceived it as
“no problem” (1-8, UGC user) or even “clever” (1-9, UGC user): a “good marketing strategy —
they have to live from something” (I-1, UGC user)’. Some interviewees went beyond the
mere acceptance of a commercial trade-off but expressed their appreciation of receiving
“offers from my area of interest. In principle it is a positive thing” (I-5, UGC (non-SNS) user).

Regarding the website owners’ practice of passing on personal information without the
user’s permission, awareness and acceptance levels were considerably lower. Those who still
accepted it (three interviewees) would do so only under the condition that it was solely
“publishable” information (I-5, UGC (non-SNS) user) which was shared. Whereas there was
no further explanation provided whether “publishable” can be interpreted as “not private”,
it appeared that the respective interviewees would at least expect that they were asked for
their consent.

The selling of personal and private information to other companies met a low acceptance
similarly to the non-acceptance of passing on personal information. Those respondents who
did not accept such practice at all, outlined the lack of consent and their uncertainty about
which information was sold to whom; one interviewee who just learned about this practice
during the interview showed a strongly negative emotional reaction. Those interviewees
who would accept the selling of their data under conditions, did so partially (two
interviewees) by considering a sharing of profits or receiving “some benefits in return” (1-4,
UGC user).

The gathering of in-depth user information, finally, was only discussed with some of the
interviewees (five); three thereof were not aware of this practice and showed surprise, and
the remaining two respondents appeared to have an only rather vague idea about the
possible consequences.

® Similar reasons for acceptance were given regarding the website owners’ practice of sending unwanted
newsletters or emails.
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3.3.2 How Privacy matters: Protective Measures

Most interviewees did not reveal any distinct disclosure strategies® - except for their general
intention not to disclose much personal information and sharing it only with people they
know. In this context of taking protective measures, the usage of nicknames did not appear
to play a major role. Although seven respondents stated that they used nicknames, they did
so primarily for practicality reasons — e.g. because they had a long family name and felt that
a nickname would be more easily remembered by others, because websites do not require
the disclosure of real names or, simply, because “everyone uses a nickname” (1-4, UGC user).
Only one interviewee explained that she used nicknames as some form of privacy
protection, because — as she believed — “they can’t connect that registration to my person”
(I-10, UGC (non-SNS) user). Another one, however, explicitly dismissed the usage of
nicknames as he felt that “in the internet there is no possibility to hide one’s identity [...] If
anybody would like to find my identity it can be discovered [...] a nickname has no big
importance” (1-5, UGC (non-SNS) user).

Generally, though, it appeared that most interviewees did not so much disagree with the
usefulness of nicknames for privacy protection, but they did not see the need to take
substantial protection measures — “/ think it is not that much of an intervention into privacy”
(I-5, UGC (non-SNS) user) — or felt that such measures, e.g. privacy settings, were “too
technical” and did not know how to change them. Accordingly, the majority of respondents
left their privacy settings in default mode (and one interviewee stated that she made her
settings even less strict); only three made their settings more strict, i.e. choosing a “friends
only” setting.

3.3.3 Making Privacy matter: Evaluating Privacy Policies

Only four out of the ten interviewed UGC users claimed that they mostly read privacy
policies. The reasons given for not reading the policies can, generally, be divided into two
categories: technical and content. On a “technical” level, the (non-reading) interviewees
indicated that privacy policies were illegible due to being too long, written in too small
letters, and too difficult to understand. As one non-reading interviewee explained, he did
not have the time and would simply “sign in — in reality | don’t care” (I-6, UGC (non-SNS)
user), revealing a certain user inertia.

On the level of actual policy content, some non-readers additionally claimed that “it is every
time the same” (1-9, UGC user), but only one gave as a reason her mistrust in website
providers: “I don’t think they are saying the truth” (1-10, UGC (non-SNS) user). The main
reason outlined, though, was a perceived helplessness or, at least, a perception of uneven
power relations: “The only way to get there is to accept them [privacy policies] — so it doesn’t
matter what is written there anyway” (I-1, UGC user).

But those interviewees who stated that they do read privacy policies (at least briefly) gave
rather detailed explanations what exactly they expect from a privacy — in particular “the way

® Such as, for example, leaving parts blank, using fake or altered data, or looking for similar websites
where less information or no registration was required.
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how the operator will handle my personal data, if he would disseminate them further, how
much one can trust that and [things] like that” (1-5, UGC (non-SNS) user). Based on their
policy reading, they would “try to find a way of ensuring my profile, to find who has access to
the data, and whether they will be erased after some time” (I-8, UGC user). However, only
two readers would not register and look for a different website if they were not satisfied
with the privacy policy’s content.

Ultimately, it appeared that the perceived helplessness revealed by non-readers applied, to
a certain extent, also to the policy readers who, in their “attempt to secure the highest level
of privacy protection” (1-3, UGC user), still felt that their power as UGC website users was
rather limited: “For that instance, | would call Facebook that they have to delete all stored
data, and | would like to find out how | could change it — but this is not within our
competence” (1-8, UGC user).

13



4. Conclusion: “Not within our Competence”

In the beginning of each interview, the respondents were asked to give their spontaneous
associations with a number of terms: honesty, internet, work, family, privacy. The
subsequent results show a particularly interesting contrast between the first and the last of
them — honesty and privacy. Whereas honesty was mostly described as an established
(though rare) value and social norm, often linked to certain political personages or
institutions and historical political landmarks, the respondents’ associations with privacy
were substantially different. Rather than being ascribed a normative character, it appeared
in these descriptions as something that was highly evaluated and strongly desired, but not
always found: “something | would like to keep for myself but that is not always possible” (I-2,
UGC user) — or even “something | haven’t” (1-7, UGC user). At the same time, privacy was
strongly associated with certain spaces — “comfort zones” that allow “tranquillity, peace,
silence” (1-9, UGC user), and where one finds “protection” and “security”. Additionally, one
interviewee associated privacy with “security systems” (I-6, UGC (non-SNS) user) — which
would underline such strongly space/ownership-related concepts, as security systems rigidly
define and distinguish between who is allowed in, and who is meant to stay out.

However, one respondent went beyond these merely “static” definitions and described
privacy as something that “is not completely secure, but it’s something that people develop”
(I-8, UGC user), pointing towards more dynamic practices which may be in the process of
changing and undergoing (re-)negotiations.

Generally, the interviewees did appear to have developed a sense of privacy “offline”, linked
to a strongly perceived need for security — which requires efforts to be made, maintained
and, potentially, even to set rigid demarcations. This perception, however, seemed to be
translated into the online environment only to a limited extent. Whereas the internet in
general was criticised for its lack of privacy, the specific usage of UGC websites mostly
appeared not to raise major privacy concerns. In particular the customisation of content as a
form of commercial trade-off predominantly met with acceptance. However, the passing on
and selling of personal information, if known about it at all, was not deemed acceptable.

As was the case in the low level of taking protective measures, attitudes about UGC website
may be based on the interviewees’ stated lack of negative experiences. This, in combination
with a perceived helplessness to successfully enforce user interests, may result in what
superficially appears as user inertia. Actually, thus, it may rather be a (mutually reinforcing)
effect of both aspects of what is perceived as “not within our competence” (1-8, UGC user):
lacking both expertise and authority.
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Appendices
A.1 Interview Guidelines (English)

Instructions for Interviewers

As the intention of these interviews is to gain a deeper understanding of personal opinions,
thoughts, feelings, experiences and behaviour towards privacy based on the quantitative
results from WP7, it is crucial to allow the respondents to speak as freely as possible and
allow them to develop their own chain of thought, rather than following a pre-defined
yes/no or “multiple choice” pattern. Obviously, one of the main challenges for any
interviewer conducting standardised open-ended interviews is to find the balance between
allowing such openness and maintaining control — taking oneself back without losing the
“red line” — and the wording of the interview questions is accounting for this.

However, conducting interviews about a complex subject will always remain a complex task,
and the following practical recommendations are meant to help reducing at least some of
the complexities involved.

Plan ahead: Make a definite appointment with the respondent in a location of her/his choice
where she/he feels at ease, but keep in mind that it should be sufficiently private to allow
for an interview without undue distractions or interruptions. Avoid tight time schedules, as
feelings of pressure may — unwillingly — be passed on to the respondent.

Be familiar with the interview guidelines: Practice the questions beforehand, and read the
guestions-specific instructions (marked in italic letters) carefully. Stick to the guidelines and
don’t jump between questions.

Be familiar with the technical equipment: Make a short test recording before each
interview to assure that the recording equipment is working fine and batteries are
sufficiently charged.

Ask open questions: Particularly when probing an interviewee’s response, it is tempting to
ask suggestive questions (e.g. “So you think / don’t think that...?”). Although not always
possible, such yes/no questions should be mostly avoided. Attempt to remain asking open
direct questions, and also use other probing techniques like empathy, expectant pauses or
mirroring, giving the respondent sufficient time to elaborate.

Stay alert: Whilst it is important to be interactive, the interviewer’s main task is to listen and
observe throughout the conversation. It is also recommendable to remain alert and
potentially make notes after the interview, as respondents often give crucial information
immediately after the recording device is turned off.
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ALL RESPONDENTS | would like to thank you for taking the time to meet me today.
My name is and | would like to talk to
you about the internet, what you like about it, what you dislike,
and how you use it.

As was mentioned when we set up this appointment, this

Introduction

[about 5 min]
interview is being carried out as part of the CONSENT project
which is co-funded by the European Union. The CONSENT aims to
- Thank you gather views of internet users from all countries of the EU. If you
- Your name wish | will give you more information about the CONSENT project
- Purpose at the end of the interview.
- Confidentiality Your opinion is very valuable for our study and will be taken into
- Duration consideration when drawing up the final report.

- How interview The interview should take less than one hour. | will be taping the
will be conducted session because | don’t want to miss any of your comments.

- Signature of Although | will be taking some notes during the session, | can’t
consent on possibly write fast enough to get it all down. Because we’re on
consent form tape, please be sure to speak up so that we don’t miss your

comments.

All responses will be kept confidential. This means your interview
responses will only be shared with research team members and
will ensure that any information we include in our report does not
identify you as the respondent. Your name will not be connected
with the answers in any way.

Please read and sign this consent form. Do you have any questions
on that?

Remember, you don’t have to talk about anything you don’t want
and you may end the interview at any time. Is that OK?

Running Total: 5 min
Objectives Questions
ALL RESPONDENTS Q.1 To start off we are going to play a short game/carry out a
short exercise: | will read out a word and | would like you to say
Word-association  the first couple of things that come to mind/pops into your head
exercise when you hear the word. Let's try an example first: What is the
[about 3 min] first thing that comes to mind if | say the word "summer"?
Anything else?

- establish top of £, age respondents to use short phrases or single words and to
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mind associations
with privacy

ALL RESPONDENTS

Willingness to
disclose personal
information in
various situations.
[about 8 min]

ALL RESPONDENTS
Internet
experience and
attitudes

[about 5 min]

ALL RESPONDENTS

Underlying beliefs
& attitudes to
commercial/privac

avoid lengthy descriptions and statements.

Test words: honesty, internet, work, family, privacy
Running Total: 8 min

Q.1.1Now let's talk about something a little different. | would like
you to imagine you are on a plane and the person next to you,
somebody you don't know and who you are unlikely to ever meet
again, is a really talkative member of the same sex about your
age. He/she starts talking about different things and after 15
minutes he/she asks you whether you were single, married or in a
relationship, what would you tell her/him?

Let respondent reply freely, and if they don’t give reasons why, only
then ask further why/why not.

Q.1.2 What if he/she asked you about how much you earn What
would you do? Let respondent reply freely, and if they don’t give
reasons why, only then ask further why/why not.

Q.1.3 And what if they would tell you they can use their ID card
number to choose lottery numbers to play. He/she asks you what
your ID card number is. What would you do?

Let respondent reply freely, and if they don’t give reasons why, only
then ask further why/why not.

Q.1.4 Now let's imagine that instead of this talkative fellow
passenger, you were asked the same questions by a friend who
you meet a few times a year. What would you do?

Probe about each of: whether you are single, married or in a
relationship, how much you earn, ID card number. And in each case
whether respondent would say the truth and why/why not

Running Total: 16 min

Q.2 Let's talk a bit more about the internet now, how long have
you been using the internet?

Q.3 What do you love most about the internet?

Q.4 What do you dislike most about the internet?

Running Total: 21 min

Q.5 Imagine that you are visiting a website of a discount club, for
example a site similar to Groupon <or similar, please choose the
one most appropriate for your country>. The club offers up to 50%
discounts on different consumer products and services (e.g.
books, travel, household goods, and fashion items) to its
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y trade-off

[about 5 min]

ALL RESPONDENTS

Internet usage

[about 2 min]

ALL RESPONDENTS

UGC usage
[about 5 min]

- Establish whether

UGC user or
user

non-

- Establish whether

SNS user

- Establish UGC site

used
frequently

most

- Provides link to

findings
online
questionnaire

Show card A

from

members. The site is currently running a promotion and giving a
discount up to 75% to all visitors who provide the site with more
information than the standard name and email. Which
information would you be willing to provide this website to get
this up to75% discount offer?

Start reading out list: phone number, home address, date of birth,
annual income, marital status, number of kids, age of kids, ID or
passport number, email address of partner or spouse, life
insurance status, home insurance status

For items that respondent is not willing to provide information
about to the website probe reason: Q5.i Why not? Or Why
wouldn't you give your...

Running Total: 26 min

Q.6 Please tell me a little about the internet websites you use in a
typical week and what you use them for.

Probe if Internet activities describe above (including usage of UGC
and SNS) have an impact on the respondents’ lifestyles, habits and
social relationships (just 2 minutes for this question, so do not go
into too many details).

Running Total: 28 min

Q.7 This is a list of some websites <show list of UGC sites used in
each country for WP7 >. Could you please tell me whether you
have accounts with (not just visit) any of them and if you do have
an account how often you log in? <Make a note which whether
respondent uses Social Networking Site and if not which UGC
website respondent uses most>

Show card A:

A. Social networking website such as Facebook, <Local SNS used in
WP7>

B. Business networking websites such as LinkedIn, Xing.com

C. Dating websites such as parship.com

D. Websites where you can share photos, videos, etc., such as
YouTube, Flickr

E. Websites which provide recommendations and reviews (of
films, music, books hotels etc), such as last.fm, tripadvisor

F. Micro blogging sites such as twitter

G. Wiki sites such as Wikipedia, myheritage

H. Multiplayer online games such as secondlife.com, World of
Warcraft
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Probe how much time is spent on social networks and UGC services
daily/weekly (if not established already in Q6)

Running Total: 33 min

RESPONDENTS Q.8 Why don't you have accounts with any of these sites, or why

WHO DO NOT USE did you cancel or don’t use them anymore? Anything else?

OR NO LONGER Probe fully, but make note of first and second reason given.

USE UGC SITES IN

Q7 We are interested in exploring further any reasons that relate to
respondents' concerns about:

Reasons for not -the consequences of giving information online,

using UGC sites - how information about them is used,

[about 3 min] - whether UGC sites can be trusted, and
- any other issue relating to privacy.

If privacy/information use/trust related issues not mentioned as a
reason for not using (anymore)UGC sites ask:

Q.9 For what reasons may you be likely to open an account — or
not open account - with any of these sites soon?

Allow respondents to speak freely, but then gently probe to
establish if respondent feels any pressure to open a UGC account;

If any privacy/information use/trust related issues mentioned ask:
Q10. You mentioned that one of the reasons (the reason) you
don't use UGC sites is <whatever respondent said that relates to
privacy/information use>. Can you tell me a bit more about what
in particular concerns you?

Probe in depth to determine

i. what aspect of UGC sites respondent finds unacceptable, and
why;

ii. beliefs about how internet sites use information;

iii beliefs about what UGC sites are for.

Running Total: 36 min

RESPONDENTS Q.11 Why did you start using <Social Networking Site, if used. If

WHO USE UGC respondent does not use Social Networking site, then UGC site in Q7

SITES IN Q7 used most frequently>? Probe to determine key motivations for
using site.

UGC sites -

Motivations & Q. 12 During all of the time that you've been using these sites,

Usage what information about yourself have you put on the site/sites?

[about 6 min] Allow respondents to take their time and reply in their own words
but probe for: name, home address, photos of you, photos of family

Establish: and friends, audio-video recordings, medical information, hobbies,

- motivations for sports, places where you've been, tastes and opinions, etc
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UGC use
- willingness to
share information

- beliefs &
attitudes on
different types of
information

- motivations for
settings of who can
view information

ALL RESPONDENTS

Usage

Q.13 Who can see your profile and/or your photos?
Probe Why have you set things up in that way?

Q.14 Have you ever regretted posting some information on one of
these sites?

If yes: Q.15 Can you tell me a little bit about it...what happened?
Why did you regret the posting?

If respondent does not mention commercial info & negative effects,
then also ask 16.1 and 16.2

If no: Q.16 Could you imagine a situation when you might regret
it?

Probe to determine whether lack of concern about respondent's
own posting is due to:

i. respondent posting little information, or

ii. always thinking carefully before posting, or

jii. thinking that it is no problem that everybody has access to
information about them

If NOT i and ii then ask:

16.1 Do you receive commercial info that you think is a result of
the personal information that you have posted? If yes, how do
you feel about this?

Probe to determine exactly:
i. if the respondents are aware of consequences of
putting information online
ii.  whysome are more acceptable than the others
iii.  do people accept that receiving commercial info is
part of the commercial trade-off for using the service

16.2 What do you think can happen (for example regarding job
selection, reputation) as a result of personal information you have
posted?

If Yes- How do you think this will happen?

If No- Why don’t you think this is possible?

Probe to determine exactly how the respondents think about other
people using their own information posted on UGCs. Use a neutral
tone to allow both positive and negative reactions.

Running Total: 42 min

If not previously established up to this point
Q.17 Have you yourself ever used an alias or a nickname when

of giving information online? In what case/s and why? Or, if you
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aliases/nicknames
[about 2 min]

- explore attitudes
towards revealing
personal

information in
different situations
ALL RESPONDENTS

Attitudes towards
use of personal
information by
websites
[about 8 min]

Show card B

ALL
RESPONDENTS

Attitudes towards
& behaviour on
privacy policies.

haven’t, what do you think about it?
Probe more in detail.

Running Total: 44 min

Q.18 The information users include in their account or profile on a
website can be used by the website owners for a number of
purposes, such as to customize the content and advertising that
users see, to send them emails, to gather in-depth personal
information about them etc. Did you know this when you signed
up with a website (or UGC/SNS)? What do you think of it?

Make a note whether respondent was aware of purposes and probe
to determine attitude to use of users' information for each of the
following:

Show card B:

1. customize the advertising you see (show you only
advertising for things/services that likely to interest
you)

2. share information ( which could be linked to your
name) about your behaviour with other parts of the
company

3. sell information (not linked to your name) about your
behaviour to other companies

For each purpose probe respondent for the reason behind finding
the use acceptable/unacceptable.

If not already mentioned, for any purpose respondent finds
unacceptable ask:

Q.19 Under which conditions, if any, would you find it acceptable
for users to give information about themselves to be used by a
website for < purpose respondent finds unacceptable>?

Probe to determine whether respondent would accept a ticket in a
sweepstake/lottery, points on website such as Facebook points, a
share of profits from the website, money.

Running Total: 52 min

Q20 What do you think about privacy policies of the UGCs/SNS
that you are using? Did you read them before you signed up?
(choose one as an example, If no to Q 7,then any other website that
you use frequently)

If yes — what would you look for? If you didn’t find what you have
looking for, what would you do?
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[about 4 min]

ALL RESPONDENTS

Thank & close

Probe to determine:

- if people really read the privacy policy;

- what (presence/absence of some feature? reassurance?) they are
looking for when they do read privacy policies; and

- what they do if what they are looking for isn't in the policy (carry
on using the website anyway? not start/stop using it?)

Running Total: 56 min

That's all from me, is there anything else you would like to add?

Hand out incentives if used

Inform about the next steps, give more information about CONSENT
project if respondent wishes

Thank you very much for your valuable contribution to our
project!

Total: 60 min
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A.2 Interview Guidelines (Slovakian)

Pokyny pre anketara
Preto, Ze zamerom tohto rozhovoru je ziskat hlbsSie poznatky o osobnych ndazoroch,
myslienkach, pocitoch, skisenostiach a spravani respondenta vo vztahu ku kvantitativnym
vysledkom vyskumu WP7, je nevyhnutné, aby respondenti hovorili ¢o najslobodnejsie, a aby
im bolo umoZnené rozvijat svoju vlastni postupnost myslienok a nepresadzovat vopred
definované uzavreté vzory otazok.Je zrejmé, Ze jednou z hlavnych vyziev pre kazdého
anketara vykonavajuceho Standardizované rozhovory s otvorenymi otazkami je najdenie
rovnovahy medzi otvorenostou otdazok a udrzanim kontroly nad vyberom potrebnych
informacii — anketové otazky su preto formulované tak, aby podporili rieSitelnost tohto
problému.

Napriek tomu, vedenie rozhovorov na zlozité témy vidy zostane komplexnou ulohou,

nasledujuce praktické odporucania maju slizit pre znizenie aspon niektorych moznych

zdrojov chyb.

Planujte dopredu: schddzku s respondentom zorganizujte na mieste ktoré vyberie on/ona a

na ktorom sa citi pohodlne, no majte na pamati, Ze by malo byt zachované dostato¢né

sukromie, tak aby nebol rozhovor prerusovany a aby sa respondent nerozptyloval. Vyhnite
sa ¢asovému tlaku, ktory moze spdsobit nevolu respondenta odpovedat.

Oboznamte sa s pokynmi pre rozhovor vopred: Natrénujte si otazky vopred, precitajte si
poriadne vsetky otdzky vratane poznamok a Sikmého pisma. DrZte sa pokynov a
nepreskakujte medzi otazkami.

Oboznamte sa s technickym vybavenim: Urobte si kratky test pred kazdou nahrdvku
rozhovoru, aby sa zabezpedlilo, Ze zaznamové zariadenie je v poriadku a batérie su
dostatocne nabité.
Pytajte sa otvorené otazky: Ked kladiete otazku respondentovi, je lakavé sa opytat
sugestivne otdzky (napr. "TakZe si myslite, Ze / nemyslim, Ze ...?"), ktoré moziu byt
zodpovedané jednoduchym ano / nie. Takymto otdzkam je potrebné sa ¢o najviac vyhybat ak
chceme ziskat viac informacii o tom, ¢o si respondent skutocne mysli. SnaZzte sa sustredit na
kladenie otvorenych priamych otazok, a pritom pouZivat iné techniky, ako je empatia,
umyselné odmlcania alebo zrkadlenie, ¢o poskytne respondentovi dostatocny priestor na to
aby sa rozhovoril.

Zostante stale pozorny: Aj ked je potrebné byt interaktivny, hlavnou ulohou anketara je

pocCuvat a pozorovat pocas rozhovoru. Odporuca sa zostat ostraZity a potencidlne si robit

pozndmky po rozhovore, pretoZze respondenti ¢asto poskytuju dolezité informdacie ihned po
vypnuti zdznamového zariadenia.
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Vsetci respondenti

Uvod

[priblizne 5 minut]

- Podakovanie

- Vase meno

- Ugel

- Utajenost
informacii

- Trvanie

- Ako bude
rozhovor vedeny

- Podpis,
potvrdzujuci
suhlas, na
prislusny
formular

Rad by som vam podakoval, Ze ste si dnes nasli ¢as na stretnutie
so mnou. Moje meno je ....... a chcel/a by som s Vami hovorit na
tému “Internet”, ¢o na hom mate/nemate radi a akym spdsobom
ho vyuzivate.

Ako uZ bolo spomenuté pri prileZitosti organizovania tejto
schédzky, tento rozhovor je realizovany ako suéast projektu
CONSENT, spolufinancovaného Eurdpskou komisiou. Jeho cielom
je zbierat nazory uzivatelov internetu zo vsetkych ¢élenskych krajin
EU. Ak si Zelate, na konci rozhovoru Vam mézem poskytnut dalsie
informacie o projekte CONSENT. Vas nazor je pre nas vyskum
velmi cenny a bude nan prihliadané i v ramci koncipovania
zaverecnej spravy.

Rozhovor by mal trvat menej, neZ jednu hodinu. Budem ho
nahravat, kedZe nechcem opomenut Ziadnu z vasich pripomienok.
Hoci si budem taktieZ robit poznamky, nie je v mojich silach
zaznamenat vsetko tymto spdsobom. KedZe je rozhovor
nahravany, prosim hovorte dostatocne nahlas, aby neostali
niektoré vase komentdre nepovsimnuté.

Vsetky odpovede st doverné, co znamena, ze budu zdielané iba s
inymi ¢lenmi vyskumného teamu. Rovnako bude zabezpecené,
aby Vas nebolo moiné podla odpovedi spdtne v nasej sprave
identifikovat. Vase meno tak nebude s odpovedami spojené
Zziadnym sposobom.

Prosim precitajte si a podpiste tento formular ohfadom Vasho
suhlasu. Mate k nemu nejaké otazky?

Pamitajte si, prosim, Ze nemusite zodpovedat otazky, ktoré si
zodpovedat neZelate a rozhovor mozete kedykolvek ukonéit. Je to
v poriadku?

Celkovy ¢as: 5 min

Vsetci respondenti

Cvicenie slovnych
asociacii

[cca 3 min]

- urcite, ktoré
asociacie sa
predovsetkym
spajaju SO

0.1 Na zaciatok sa zahrame kratku hru/ spravime kratke cvicenie:
Pre¢itam Vam slovo a od Vas by som chcel/a, aby ste uviedli
niekolko veci ktoré Vam okamiite v suvislosti s tymto slovom
napadnt/pridu na um: Skisme si najprv priklad: Co Vam napadne
ako prvé pri slove “leto”? Nieco dalSie?

Podporujte respondentov v pouZivanim krdatkych frdz, jednotlivych
slov a zabrdrite pouZivaniu dlhych opisov a vyrokov.

Klucoveé slovad: €estnost, internet, praca, rodina, sukromie

Celkovy ¢as: 8 min
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sukromim

Vsetcirespondenti Q.1.1Teraz podme na trochu int tému. Predstavte si Ze ste v

lietadle a osoba sediaca vedla Vas, niekto kto je pre Vas absolltne
Ochota poskytnat cudzi a pravdepodobne ho uZ nikdy znovu nestretnete, je velmi
osobné informacie komunikativna. Tato osoba je rovnakého pohlavia ako vy a v

v roznych podobnom veku. On/ona rozprava o réznych veciach a asi po 15
situaciach. minutach sa zaéne pytat ¢i ste zadany/4a, Zenaty/vydatd, alebo ¢&i
[okolo 8 min] ste v nejakom vztahu. Ako zareagujete?

Nechajte respodenta volne sa vyjadrit. Iba ked’ neudd dévod preco
opytajte sa ho na tuto skutocnost.

Q.1.2 Ako by ste zareagovali keby sa Vas opytal/a na Vas plat?
Nechajte respodenta volne sa vyjadrit. Iba ked neudd dévod preco
opytajte sa ho na tuto skutocnost.

Q.1.3 A ako by ste zareagovali keby sa Vas opytal/a Ze ¢i méie
pouiit ¢islo Vasho obéianského preukazu ako éislo do lotérie?
Nechajte respodenta volne sa vyjadrit. Iba ked’ neudd dévod preco
opytajte sa ho na tuto skutocnost.

Q.1.4 Teraz si predstavte Ze by sa Vas tieto otazky pytal Vas
znamy ktorého stretavate parkrat do roka. Bola by Vasa reakcia
ina?
Opytajte sa na kaZdu jednu moZnost: ¢i ste slobodny,
Zenaty/vydatd, vo vztahu, kolko zardbate, Cislo obcianskeho
preukazu. V kaZdom pripade sa opytajte Ci by povedal pravdu a
preco nie.
Running Total: 16 min

Vsetci respondenti Q.2 Podme teraz troSku ku téme internet. Ako dlho pouzivate

internet?
Skusenosti s Q.3 €Co mate na internete najradse;j?
internetom Q.4 €o naopak Vam na internete najviac prekaza?
[okolo 5 min] Running Total: 21 min

Vsetci respondenti Q.5 Predstavte si Ze navstivite internetovi stranku, ktora
poskytuje rézne zlavy napriklad stranku podobnu Grouponu ( ).

Zakladné Stranka ponuka zl'avy az do vysky 50 % na r6zne produkty a sluzby
presvedcenia a (knihy, cestovanie, potreby pre domacnost, obleéenie...). Na
postoje k stranke prave prebieha akcia, ktora Vam ponuka zlavy az do 75%

pre vsetkych zakaznikov, ktori si ochotni poskytnut viac
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reklamnej akcii

[okolo 5 min]

Vsetci respondenti

Pouzivanie
internetu
[okolo 2 min]

Vsetci respondenti

UGC pouzivanie
[okolo 5 min]

- Zistit ¢i je UGC
pouZivatelom

- Zistit ¢i je SNS
pouZivatelom

- Zistit ktoré UGC
stranky su
pouZivané
najcastejsie

Ukazat kartu A

RESPONDENTI
KTORY

informacii ako len meno a emailovid adresu. Ktoré osobné
informacie by ste boli ochotny poskytnut aby ste mohli vyuzit
tieto zlavy?

Zacni Citat zoznam: Telefonne ¢islo, adresa, datum
narodenia,rocny prijem, rodinny stav, pocet deti, vek deti, Cislo
oblianskeho preukazu alebo pasu, emailovd adresa Vasho
partnera, ¢i mate Zivotné poistenie, ¢i mate poisteni domacnost

Pre polozky kde bude zdpornd odpoved opytaj sa na dévod
Running Total: 26 min

Q.6 Povedzte nieco o internetovych strankach, ktoré pouzivate
pocas bezného dia

Otestujet, Ci aktivity maju vplyv na respondentov Zivotny Styl,
ndavyky a socidlne vztahy. (Iba dve minuty, netreba ist prilis do
detailov)

Running Total: 28 min

Q.7 Toto je zoznam roznych stranok <ukdz list UGC stranok
pouzitych v kaZzdej krajine pre WP7 >. Mohli by ste ndm povedat, ¢i
mate na danej stranke vytvoreny ucet a ako casto sa prihlasujete?
<Poznacte si Ci respondent pouZiva SNS a ak nie ktoré UGC pouZiva
najviac>

Ukdz kartu A:

A. Socialne siete ako Facebook <Twitter, Zoznamka, atd’. pouzité
vo WP7>

B. Stranky poskytujice ekonomické informacie ako Linkedln,
Xing.com

C. Zoznamovacie'stranky ako parship.com

D. Stranky kde mozZete zdielat fotky alebo videa ako YouTube,
Flickr

E. Stranky ktoré robia recenzie a odporucania (filmy, hudba,knihy,
hotely...),ako last.fm, tripadvisor

F. Micro blogové stranky ako twitter

G. Wiki stranky ako Wikipedia, myheritage

H. Multiplayer online hry ako secondlife.com, World of Warcraft

Zistite najmd kolko CEasu travi respondent na socidlnych sietiach
denne/tyZdenne
Running Total: 33 min

Q.8 Preco nemate ucCet na ziadnej z tychto stranok.
Vymazali ste ho alebo ste ho ani nikdy nemali?
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NEPOUZiVAIU
UGC STRANKY IN
Q7

Dovody
nepouzivania UGC
stranok

[okolo 3 min]

RESPONDENTI
POUZivVAJUCI UGC
STRANKY V Q7

UGC stranky -

motivacia a
vyuiitie

[okolo 6 min]
Zriadit:

- Motivacia

pouzivania UGC
stranok

- ochota zdielat
informacie

Preskumajte vsetky dévody ale zaznacte len prvé dva

Hlavne nds zaujmaju dbévody suvisiace s problémami
respondenta:

- désledky poskytovania informdcii online,

- ako su infomdcie o nich pouzivané,

- ¢i mozZno déverovat UGC strankam, a

- akekolvek dalsSie dévody suvisiace so sukromym.

Ak ochrana sukromia/spdsob pouZivania informdcii)
nedbvera neboli spomenuté ako dovod poloZte
otdzku:

Q.9 Za akych okolnosti by ste si otvorili ucet na
takychto strankach?

Nechat respondenta slobodne hovorit ale potom sa
jemne opytajte Ci respondent citi nejaky ndtlak na
otvorenie uctu na danych strankach.

Ak ochrana sukromia/spdsob pouZivania informdcii
boli spomenuté ako dovod poloZte otdzku:

Q10. Spomenuli ste Ze jednym z dovodov preco ste
si neotvorili alebo zrusili ucet bolo <pod/a predoslej
odpovede> . MbZete mi presnejsie povedat ¢o Vam
prekaza?

Preskiumajte do hibky

i. ktoré aspekty UGC strdnok su pre respondenta
neakceptovatelné a preco;

ii.Ndzor respondenta na to ako su vyuZivané osobné
informdcie;

iii Nazor respondenta na co vlastne sluZia UGC
strdnky.

Running Total: 36 min

Q.11 Preco pouzivate tieto stranky <Podla predoslej
odpovede respondenta>?  Zistite hlavné  motivdcie
pouZivania tychto strdnok.

Q. 12 Pocas celkového pouzivania tychto stranok, ktoré
osobné informdcie ste poskytli?

Nechajte respondentovi dostatok casu a nech rozprdva
svojimi slovami ale sustredte sa pri odpovedi najmé na
meno, adresu, fotky, fotky rodiny a blizkych, audio-video
zdznamy, zdravotné informdcie, zdluby, Sporty, miesta kde
ste boli, ndzory.

Q.13 Kto moze vidiet Vas profil alebo fotky?

Q15 Preco to mate nastavené takymto sp6sobom?
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- dovera a postoj k
réznym druhom
informacii

-  motivacia na

nastavenie kto
mobze vidiet
informacie

Vsetci respondenti

Pouzivanie
prezyvok/nicknam
ov

[okolo 2 min]

Q.14 Olutovali ste niekedy poskytnutie tychto informacii a
dokumentov?

Ak dno: Q.15 Mbdzete nam povedat nie¢o o tom... ¢o
sa stalo? Preco ste olutovali to ¢o ste poskytli?

Ak respondent nespomenie komercné informdcie a
negativny vplyv potom sa tieZ spytat 16.1 a 16.2

Ak nie: Q.16 Viete si predstavit situaciu kedy by ste
to olutovali?

Otestujte Ci nedostatok pozornosti respondenta
suvisi's:

i. mdlo zverejnenych informdcii, alebo

ii. dobré zvaZenie Ci danu informdciu zverejni,alebo
iii. si mysli, Ze nie je problém, Ze kazdy ma pristup k
informaciam o nich

ak nie i a ii potom sa opytaj:

16.1 Dostavate reklamné informacie ktoré by podla
Vas mohli byt vysledkom zverejiiovania vasich
informacii, aky mate na to nazor?

Otestujte do hibky:
iv.  Cisa respondent obdva dosledkov
v.  Preco niektoré su akceptovatelnejsie ako iné
vi.  Akceptuju ludia Ze dostdvanie reklamnych informdcii
je sucast marketingového boja.

16.2 Myslite Ze sa méze stat nie¢o negativne v suvislosti
so zverejinovanim osobnych informacii?
Ako si myslite Ze sa to modze stat?

Otestujte pozorne ako respondent zmysla o vyuZivani
svojich vlastnych osobnych informdcii umiestnenych na
UGC inymi ludmi. PouZite neutrdlny ton aby ste umozZnili
poyitivne aj negativne reakcie

Running Total: 42 min

Ak to nebolo vopred stanovené aZ po tento bod.
Q.17 Pouiili ste niekedy prezyvku alebo krycie meno, ked ste
poskytovali informacie priamo? V akom pripade, a preco? Alebo
ak ste prezyvku nepoutzili, €o si o tom mysite?

Rozoberte to do detailov
Running Total: 44 min
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- Prieskum postoja

k pouZivaniu

osobnych

informacii

Vsetci respondenti Q.18 Informdcie, ktoré pouzivatelia uvedu na svojom Ucte alebo
profile webstranok, mézu byt pouzité majitelmi webstranok na

Postoj k rozne ucely. Napriklad na prisposobenie obsahu a reklamy, ktoru
pouzivaniu na nej pouzivatel vidi, na posielanie emailov ako aj
osobnych zhromaidovanie osobnych informacii o pouzivateloch, atd’. Vedeli
informacii ste o tom, ked' ste sa na nejaku stranku prihlasili? Co si o tom
internetovymi myslite?
strankami
[okolo 8 min] Spravte si poznamku ¢i si bol respondent vedomi danych ucelov a
bliZsie zistite postoj k pouZivaniu uZivatelovych informdcii, pre
Ukadz kartu B kazdé z nasedujucich:
UkdZte kartu B:

4. Prispbsobenie viditelnej reklamy (ukazuje to len
reklamu na veci a sluzby, ktoré by Vds mohli
zaujimat),

5. Zdielanie informdcii (ktoré by mohli byt priradené k
Vasmu menu) o vasom sprdavani s inymi castami
organizdcie,

6. Preddvanie informdcii (nespojenych s Vasim menom)
inym organizdciam o vasom spravani

Pre kaZdy bod skumajte u respondenta dévod preco by to bolo
alebo nebolo akceptovatelné.

Ak sa predtym o tom respondent nezmienil a Ziadny z tychto bodov
nepovaZuje za neakceptovatelny, spytajte sa:

Q.19 Na zaklade akych podmienok, ak su nejaké, by ste
akceptovali poskytovanie osobnych informacii na webovej
stranke?

Blissie skumajte Ci by bol respondent ochotny akceptovat lotériovy
listok, alebo body na strdnke, ako napriklad Facebookové body.
Pripadne brat z takejto strdnky podiel, peniaze.

Running Total: 52 min

Vsetci Q20 €o si myslite o ochrane osobnych tdajov UGCs/SNS, ktoré

respondenti pouZivate? Precitali ste si ich predtym ako ste sa
prihlasili?(vyberte si jeden ako priklad, ak ste odpovedali nie, na Q
7, tak hocijaku inu webstrdnku, ktoru pouZivate pravidelne.)

Nazor na politiku Ak ste odpovedali dno - ¢o by ste tam hladali? Ak by ste nenasli to

ochrany osobnych co ste hladali, ¢o by ste potom robili?

udajov
Rozoberajte podrobnejsSie:

[okolo 4 min] - Ci ludia skutocne Ccitaju informdcie ohladom ochrany osobnych
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Vsetci respondenti

Pod'akovanie
zaver

a

udajov;

- C¢o (pritomnost-chybanie niektorych viastnosti? Ubezpecenia?)
hladaju pri éitani pokynov o ochrane sukromia?; a

- ¢o robia ak to ¢o hladaju tam nie je? (pokracovali by ste aj tak v
pouZzivani webstrdnky? alebo by ste nezacali alebo prestali stranku
pouZivat?)

Running Total: 56 min

Toto je od mia vsetko, je eSte nieCo ¢o by ste k tomu radi dodali?

Rozdajte stimuly ak ste ich poulZili.
Informujte o dalsich krokoch, pripadne poskytnite viac informdcii o
projekte, ak si to respondent Zeld.

Dakujem Vam velmi pekne za Va$ hodnotny prispevok k nasemu
projektu!

Total: 60 min
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B. Pre-Analysis Template

Interview Country: Interviewer (name):

Date: Interview number:

Interviewee age: Gender: O Female Location: O urban / suburban
0 Male O rural

SNS/UGC usage: 0 SNS/UGC user
0 UGC (non-SNS) user
0 SNS/UGC non-user

Description of interview situation / overall impression:

Here, the idea of such general description is to provide a sense of how the interview went, and a general feeling of how the interviewee behaved during the interview. The
interviewer (and/or the person transcribing the interview / filling out the template) is encouraged to reflect upon the general tone (e.g. relaxed, stiff), emotional expression (e.g.
enthusiastic, reserved, interested, keen) and language use (e.g. formal/informal, precise, casual choice of words) of/by the interviewee as well as any specific content that is
considered particularly important, e.g. highlighting contradictory statements, shifting perspectives and perceived ambivalences. Any quotes are particularly welcome!
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A. Word Associations (Q1)

Word Associations (Please use single words or short phrases)

Honesty

Internet

Work

Family

Privacy

B. General Attitudes and Behaviour towards Disclosure of Personal Information

Willingness to give the following information:

To “Strangers” Yes | No | Other (please specify) Reasons
Marital Status

(Q1.1)

Income (Q1.2)

ID Number (Q1.3)

To Friends Yes | No | Other (please specify) Reasons
Marital Status

(Q1.4)

Income (Q1.4)

ID Number (Q1.4)

Additional Quotes:

C. Years of Internet Usage I:I (Q2):
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D. General Internet-related Attitudes

Positive Aspects of the | e.g. broadness of information, entertainment, worldwide networking, source of inspiration
Internet (“love most”) (Q3)

Negative Aspects of the | e.g misleadinginformation, meaningless chatting, source of distraction, peer pressure to use SNS websites
Internet (“dislike most”) (Q4)

\ Additional Quotes:

E. Commercial “Trade-Off’s” (Q5, Q5.i)
Information the interviewee would be willing to provide for a large discount on online purchases or services:

Yes | No | Reasons

Phone Number

Home Address

Date of Birth

Annual Income

Marital Status

Number of Kids

Age of Kids

ID / Passport Number

Email address of
partner/spouse

Life Insurance Status

Home Insurance Status

Other

Additional Quotes:




F. Everyday Internet Routines (Q6, Q7)
Frequency per day/week of

Frequency

Potential Impact on lifestyle, habits, social relationships

Checking Emails

Using Search Engines

Using SNS websites (which?)

(which?)

Using other UGC websites

Checking News

Other (please specify)

‘ Additional Quotes:

G. SNS/UGC-related Perceptions, Attitudes and Behaviour

G.1 Interviewee holding / not holding accounts with one or more of the following sites (Q7, Q,8, Q11):

Yes

No

Reasons for closing / not using the account
anymore

Reasons for starting to use the account (Q11)

SNS websites (e.g.
Facebook, local SNS
websites)

Business networking
websites (e.g. Linkedin)

Dating  websites (e.g.
parship.com)

Photo/video sharing
websites  (e.g. Flickr,
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Youtube)

Websites providing
reviews (e.g. tripadvisor)

Micro blogging sites (e.g.
Twitter)

Wiki sites (e.g. Wikipedia)

Multiplayer online games
e.g. World of Warcraft)

\ Additional Quotes:

G.2 Likeliness of SNS/UGC non-users to open an Account in the future (Q9)

Likely

Not so
likely

Reasons

SNS websites (e.g. Facebook,
local SNS websites)

Business networking
websites (e.g. Linkedin)

Dating websites (e.g.
parship.com)

Photo/video sharing
websites (e.g. Flickr,
Youtube)

Websites providing reviews
(e.g. tripadvisor)

Micro blogging sites (e.g.
Twitter)

Wiki sites (e.g. Wikipedia)
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Multiplayer online games
e.g. World of Warcraft)

\ Additional Quotes:

G.3 Specific Privacy Concerns of SNS/UGC non-users (Q10)

Please quote the interviewees response to question 10; if she/he doesn’t have any concerns regarding privacy in the context of opening/not opening or closing any SNS/UGC
account, please indicate the reasons why (if given by the interviewee).

G.4 Personal Information Disclosure on UGC websites (Q12, Q13)

Name / Type of website

Type of information disclosed

Reasons for disclosure

Disclosure Strategies (e.g. leaving
questions blank, looking for similar
websites  that  require less
information)

Name

Home address

Photos of the interviewee

Photos of the interviewee’s family &
friends

Audio-video recordings

Medical information

Hobbies

Sports

Places where the interviewee has been

Tastes and opinions

Other

Additional Quotes:

38




G.5 Privacy Settings (Q13)

Name / type of website

Form of setting

(e.g. stricter, less strict, limiting who can see
personal information,
newsletters / commercial offers, further usage
of personal information provided)

(de-)activating | Motivation for this form of privacy setting

(add lines if required)

\ Specific Quotes:

G.6 Consequences of Disclosing Personal Information (Q14, Q15, Q16, Q16.2)

Situation where the disclosure of
regretted

information was

Consequences

Actual (own) experience

Experiences of others

Imagining future
situations

Specific Quotes:




G.6.1 Commercial Offers as a result of disclosing personal information (Q16.1)

Receiving commercial offers as a result
of having disclosed personal | Reasons / Conditions
information is

Acceptable
Not acceptable
Acceptable under conditions

\ Specific Quotes:

G.7 using an alias or a nickname (Q17)

Reasons for/against using an alias or nickname

Yes

No

‘ Specific Quotes:
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G.8 Interviewee’s Awareness of website owners using personal information for a number of purposes (Q18, Q19)

Awareness How did the interviewee | Attitude Reaction / Resulting
learn about this Behaviour
Customising the Yes Before ope.ning the account O Acceptable
content and After opening the account O Not acceptable
. . No iti

advertlsmg users see O Acceptable under conditions
Passing on persona' Yes Before opening the account
information to third After opening the account O Acceptable

. . No O Not acceptable
parties without O Acceptable under conditions
permission
Sending unwanted | Yes Before opening the account 0 Acceptable
emails / newsletter After opening the account O Not acceptab|e

No O Acceptable under conditions
Selling personal | Yes Before ope.ning the account O Acceptable
information to other . After opening the account O Not acceptable
. o oge
companies O Acceptable under conditions
Gather in-depth | Yes Before ope.ninghthe account O Acceptable
information  about After opening the account O Not acceptable
users No O Acceptable under conditions
‘ Specific Quotes:
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G.9 Privacy Policies (Q20)

G.9.1 Reading privacy policies

Reading privacy
policies before | Reasons
signing up

Mostly yes

Mostly not

G.9.2 Content of privacy policies

Beliefs about privacy policies
(“What do you think about privacy
policies”)

Content expected to find
(“What do you look for”)

Action taken if not found

Other comments

‘ Specific Quotes:
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