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This study reports on a three-year group randomipedrolled trial, the Cyber Friendly
Schools Project (CFSP), aimed to reduce cyberlmglgimong grade 8 students during
2010-2012. In each year, 14-15 year old studerbecyleaders acted as catalysts tg
develop and implement whole-school activities tduee cyberbullying-related harms.
This paper examines students’ leadership expersencel the effectiveness of their
training and intervention efforts. A mixed methodssearch design comprising
interviews and questionnaires was used to collata tfom 225 grade 10 students at th
end of their leadership years (2010 & 2011). Fausik cyber leaders were recruited
from each of the 19 intervention schools involveceach year of the study. The cybe
leaders reported high self-efficacy post-trainifegt their intervention efforts made a
difference, and experienced a sense of agencyndielp and competence when given
opportunities for authentic leadership. They idedi key barriers and enablers to
achieving desired outcomes. Students greatly vahsdng their voices heard. Their
engagement in the development and delivery of whol®ol strategies allowed them to
contribute to and enhance efforts to promote theers’ mental health and wellbeing.
However, a lack of support from school staff limétsidents’ effectiveness as changef
enablers.
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Introduction

Today’'s adolescents have grown up immersed innamdition and communication technologies (ICT),
with ready access to mobile devices, the Interemad, various forms of social media. Over 95% of Aali&n
children aged 8-17 years report accessing thenetgiAustralian Communications and Media Authority,
2013), comparable to 93% of American young peopkrlal2-17 years (Madden, Lenhart, Duggan, Cortesi,
& Gasser, 2013). Ninety percent of Australians adedl7 years own a mobile phone (Australian
Communications and Media Authority, 2013), somewhigher than Americans of the same age (83%)
(Madden et al., 2013). These technologies providaynpotential benefits, including increased oppties
for social interaction and pathways to enormoustart®of information.

Nevertheless, new technologies and social media bmarused to harm others, and anti-social
behaviours mediated via this technology, such aerbullying, are particularly concerning. Cyberling is
a psychologically damaging form of relational aggien used to inflict harm on others through etettr
and digital media. A recent Australian study fouhat approximately 7% of students aged 8-14 years
reported being frequently cyber bullied (every femeks or more often), and 3.5% of students reported
cyberbullying others frequently (Cross, Shaw, Dgpkepstein, Hearn & Monks, 2012).

Cyberbullying can seriously affect students’ soeat psychological wellbeing and their academic
achievement. Students who are frequently bulliedwell as those who frequently bully others, araemo
vulnerable to emotional problems, including depmesgPerren, Dooley, Shaw & Cross, 2010); suicidal
thoughts and behaviour (LeBlanc, 2012); socialaisoh and lonelinessS&hin, 2012); poorer academic
performance and absenteeism (Sinclair, BaumanaBdteenig & Russell, 2012); poorer physical healtid
psychosomatic symptoms (Sourander et al., 201@d)pémrer problematic behaviours, such as substdnesea
and violence (Sinclair et al., 2012).

Cyberbullying is particularly harmful because incae witnessed by a much wider audience than
would be the case with non-cyberbullying, as a mgssan be viewed by a whole peer group, or beyond,
within seconds. Also, unlike other forms of bullgjrcyberbullying does not necessarily end wherptrson
being bullied arrives home, leading to longer-t@sgchological consequences (Ybarra, 2004). Additign
the aggressor(s) can hide behind the anonymityctfiéus screen names which can be regularly edter
Cyberbullying therefore presents a high effect-dmger ratio, as it contributes to the greatest harreffect,
to the student being bullied, whilst minimising ttigk that the student who is bullying will be catigr put
in danger (Bjorkgvist, 1994). Thus, cyberbullyirsgooth harmful and a difficult problem to address.

Teachers’, parents’ and other adults’ general Ecknderstanding of how and why adolescents use
ICT has limited the development of strategies tevpnt and respond to cyberbullying, as a poor
understanding of young people’s experiences idylike reduce the relevance and effectiveness afrtsftto
support them. Fewer than 10% of secondary schafflrefport feeling very skilled to deal with cybeilying
(Barnes, Cross, Lester, Hearn, Epstein & Monks,220Further, teachers are less likely to recognize
instances of cyberbullying, and more uncertain atbmw to address cyberbullying, compared with other
forms of bullying (Cross, Shaw, Hearn, Epstein, KarLester & Thomas, 2009). Well-intentioned blanke
school policies based on zero-tolerance, or indiafigharent efforts to set online filters and mondbildren’s
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technology use, have had limited outcomes, andimescases have exacerbated the problem (Chisholm,
2006). This approach tends to blame ‘technology’tfehaviour that is rooted in wider social problesnsl

the psychological issues that characterise adolesceAs a consequence, many young people report a
reluctance to seek help from adults, as they belteeir concerns about bullying will be ignored,aated
upon in ways that are ineffective and even disings&Cross et al., 2009).

While a number of educational resources aim to estdicyberbullying, most lack the authentic
engagement of young people in their design, dewedop and delivery. Models for enhancing participant
engagement emphasise the need to involve the tatgiénce in the process of developing, testing and
implementing intervention strategies, policies amdctices (Shier, 2001). This engagement enharees t
likelihood that the perspectives of all stakehdaddare considered, and that the strategies develaped
relevant and engaging for those targeted. Thiscgabr also ensures that young people’s knowledgalsne
and concerns are considered when producing resourbeés is crucial for an issue like cyberbullyinghere
young people themselves are often the most knowbdalg about these behaviours.

In 1992, UNICEF recognised the need for adults &ximise young people’s participation in the
projects or organisations which concerned themh wtie publication of Hart’'s ‘Ladder of Participatio
model (Hart, 1992). This model was designed to erage adults to consider the extent to which young
people were enabled and supported to contributkeetaecisions affecting them. The ladder compresglst
indicators signifying types of child participation decision-making and suggests that adults neduelp
young people understand that their participatioenisouraged, and to support them in reaching teeete
level (Hart, 1992). This process not only protebts rights of young people to contribute to initias that
affect them, but also helps to ensure that theBdwappropriate, relevant, effective, and susialie.

Young people’s proficiency with technology meanatthew methodologies are needed to engage
their expertise and experience, positioning themaagesearchers in any efforts to address the ivegases
of technology and associated mental health harmmgrohildren and adolescents. Hence the development
and implementation of cyber policies, procedureas;iculum, professional development and parent atioie
needs to be user-led, driven by young people, anideatically contextualised in the cyber environtsen
relevant to them (Spears & Zeederberg, 2012). M@edostering student ownership of school poliaes
practices increases the likelihood they will adwedar and comply with these procedures (Mitra,400

In addition, having authentic opportunities to cinite to school decision-making enhances young
people’s confidence, academic motivation, schotaichment, and sense of ownership over school a&ction
(Mitra, 2004). Mitra’s qualitative investigation efudent voice in a United States secondary schuaported
the notion of three key ‘assets’ are enhanced wloemg people are involved in school decision-making
Students’ sense of agency was enhanced when thdg empress their opinions, perceive themselves as
change makers, and develop leadership skills. Hegise of belonging to the school community wakefed
by the development of caring relationships with legjumore positive interactions with teachers, and
increasing attachment to their schools. Finallglifegs of competence resulted from being alloweddsess

their school environment, and enhance their prokdetving, public speaking and social skills (Mit2904).
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This framework suggests that engaging young peopléhe development of cyberbullying prevention
programs would benefit both students and the satmoimunity as a whole.

This paper describes the processes by which 22 dr@a (14-15 years old) Australian students were
engaged in the development, planning and implertientaf targeted school cyber leadership and adwoca
activities. It aims to answer the following resdamuestions, to inform future student-led initi@bvin
cyberbullying prevention:

e How did the targeted student cyber leader trainmgease the leaders’ sense of agency,
belonging and competence to build the social anadtiemal skills of other students and help to
prevent cyberbullying in their school?

* What factors enabled and inhibited their cyber éeskip involvement and effectiveness?

« What could be enhanced in future programs to engagempower student cyber leaders?

These insights can be used to inform research melbgies that better promote the mental health
and wellbeing of young people by engaging studestsco-researchers in intervention development and
implementation.

Method

The Cyber Friendly Schools Project (CFSP) was aetlyear, group randomised controlled trial
conducted from 2010 to 2012. The CFSP tested tlpadtnof an innovative online and student-led whole-
school cyberbullying prevention intervention wittetgrade 8 cohort (Cross et al., 2015). The prejetitely
engaged Year 10 (14-15 year old) students, in gmofect year, in the formative development of the
intervention (Cross & Barnes, 2014; Cross & Barmegress). The same students were engaged abalsch
level as cyber leaders in 2010 and 2011, to t#ierCFSP whole-school intervention to meet the seédhe
school community, with help from pastoral carefstaf

With ethics approval from Edith Cowan University tHan Research Ethics Committee, and at each
study school and the non-government school sefWestern Australian Catholic Education office ahd t
Association of Independent Schools of Western Alisly, 35 non-government Perth metropolitan secgnda
schools were randomly selected and then recruitiedthe CFSP. These schools were randomly assigned
intervention (n=19) or control schools (n=16).

For each study year, project coordinator in eatbriention school recruited four to six grade 10
students to undertake a ‘cyber leader’ role. Steffe asked to select students who were interested i
technology and positive social leaders in theirosthAll parents of the nominated leaders providetive,
informed consent for their child to participateneaefused consent. Eighty-seven grade 10 studgregd to
be cyber leaders in 2010 and 138 grade 10 stuite@@11. Most intervention schools were co-educetio
with four girls-only and two boys-only schools. Alidhalf of the cyber leaders were girls (53%), andlysis
of the Socio-Economic Indexes for Areas (SEIFA)igated that three quarters (75%) lived in highemth
average economically advantaged suburbs, with b#flg living in single parent families.
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For the first two years of the project, the cykesders and project coordinator participated in 6-12
hours of training. This training was conducted dgrischool hours by two researcher/teachers and a
specialised Rising Generations youth leadershimera The training provided information about the
leadership role and expectations; strategies tp @efage in peer leadership; the activities theulavbe
asked to tailor or develop for their school; anscdssed tactics to address factors that may enloanckibit
the successful implementation of their proposeateafjies. In their school groups the leaders ugad @ose-
built website (designed by similarly aged studehigng the earlier formative stages of this proj&Q08-
2009)) to work as a team to tailor and implemenreast three whole-school CFSP activities (appraxaty
one every three months), which aimed to enableestistdpositive use of technology and deal with-antiial
online behaviours (Cross, Epstein, Hearn, & Wat2@4,1). Student leaders were also given opporamit
build networks with cyber leaders from the othedgtschools.

The leaders typically suggested or adapted sugedtele-school activities (e.g. school assembly
presentations, newsletter items) to help their stheview and renew policies; increase staff anceipia’
knowledge about technologies used by students;easer students’ awareness of their rights and
responsibilities online; encourage bystanders soalirage anti-social online behaviour and suppogets of
negative behaviour, and/or provide cyberbullyingyantion education training for students and parent

The cyber leaders and staff who attended the workslompleted an online pre- and post- training
guantitative questionnaire measuring their interog, frequency of being cyberbullied, commitment t
leadership, and self-efficacy and skills to discarsg prevent cyberbullying.

Qualitative data were also collected prospectivedyn at least one grade 10 cyber leader in
each school at the beginning and end of each stady (n=19). This comprised in-depth interviewshwit
cyber leaders in the first year of the study (n#ifrviews in 2010; n=30 interviews in 2011) toleot
information about the activities they implementadhe school and the factors affecting their pregr®ata
were also collected to understand the studentsesehself-efficacy to be a cyber leader followthg CFSP
workshop; factors that inhibited and enabled sucaesheir leadership role, including what othdoimation
and support they needed; and the extent to whichddcstaff gave them agency to participate as aithe
cyber leaders in the school. With each respondegisnission, the interview was audio-taped and then

transcribed.

Qualitative Coding and Analysis

All qualitative data collected were transcribed $mbsequent thematic analysis (Corbin & Strauss,
2008). Coding of data involved open, axial and cfele processes (Corbin & Strauss, 2008). A thohoug
first-read of all responses identified key concepid themes. Axial coding enabled links to be ntzetereen
categories and sub-categories and core understgneliere recognised using selective coding. A staged
approach to data saturation was also employed j2@iiflal open and axial coding of the interviewsre
analysed for the emergence of words, themes arghkahains; data saturation was reached after sinay
two further interviews ensured no new themes engerff@o members of the research team independently
coded the data to verify that the content analfgisnmative text data) was robust and reliable,auideved

ISSN 2073-7629
© 2015 CRES/ENSE! Volume 7, Numberl, April 2015 pp 39



the recommended 80% agreement (Miles & Huberma®4)1¥inally the construction of summary tables of

themes was established.

Quantitative Analysis

Cyberbullying victimization and perpetration belwawis were measured using two scales, based on
research conducted by Olweus (1996) and Smith, Bldah&arvalho, & Tippett (2006). The victimization
scale comprised eleven items measuring the diffdiams of cyberbullying preceded by a definitioh o
cyberbullying (based on one developed by Smith Sluhje (2010). A definition and a series of images
relating to cyberbullying were provided to studetaténcrease their understanding of this term, pacthem
completing these scales. The items assessed hew ioftthe previous term students had been bullied b
being sent nasty or threatening text or email ngessar had these messages posted to their sotwadrkeng
sites; had pictures/videos clips posted to embswasipset them; been ignored or left out of thiogkne;
nasty comments, lies and/or false rumours about tliere sent to others mobile phones or social m&ing
sites; and had their screen name or password uskduivtheir knowledge. Students were asked hoenoft
they were bullied and rated each item on a 5-pstate (1=ever, 2=once or twice, 3=every few weeks,
4=about once a week, 5=most days). Higher meareseepresented more cyberbullying experiences (cybe
victimization: alpha = .86; cyber perpetration aph.91).

Peer support was measured using the peer supmmt@dl scale (adapted from Ladd, Kochenderfer,
& Coleman, 1996) comprising eleven items (How oftesuld students: Choose you on their team; Tell you
you're good at things; Explain something if youmidunderstand; Invite you to do things with thelrelp
you if you are hurt; Miss you if you weren't at sciy Help you if something is bothering you; Askwork
with you; Help you if other students treat you lyadisk you to join in when alone; and Share thingth
you?) measured on a three point scale (1=nevennetimes, 3=lots of times). A peer support score wa
calculated for each student by averaging all itelnigher scores reflecting greater feelings of pmegiport
(alpha=0.819).

School-connectedness was measured through a cedness to school scale (adapted from
McNeely, Nonnemaker, & Blum, 2002; Resnick et #097) and comprised four items (I feel close topbeo
at school, | feel like | am part of this schookrh happy to be at school, The teachers treat swudiginy)
measured on a five point scale (1=unsure, 2=neSesometimes, 4=usually, 5=always). For each stuaien
average school-connectedness score was calcublaitid,a higher score reflecting greater feelings of
connectedness (alpha=0.656).

Post-training, students were asked about the ueefslof the training (1=unsure, 2=not useful,
3=somewhat useful, 4=useful, 5=very useful), tkemmitment to being a cyber leader (1=don’'t knowvho
committed, 2=not at all committed, 3=committed, tdeisgly committed), and how confident they felt in
asking staff at their school for help with lead@pstelated tasks (1=not confident, 2=unsure, 3=soat
confident, 4=very confident).

Self-efficacy was measured according to whetherstiident perceived they could: discuss ways to
prevent cyberbullying with students; discuss sai@ @ppropriate technology use with students; dsewes/s
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to prevent cyberbullying with parents; discuss wayprevent cyberbullying with teachers; supporbigh
school activities to reduce bullying/cyberbullyingncourage students to help someone who is being
bullied/cyber bullied; overcome challenges whennplag and conducting activities; plan and conduct
activities to reduce bulling/cyberbullying; get gpapt when planning activities; and work with my @yb
Leader team to plan and conduct activities. Itenesewrated on a 5-point scale (1=strongly disagree,
2=disagree, 3=neither agree nor disagree, 4=agrestrongly agree). For each student an average self
efficacy score was calculated; higher scores cifig greater feelings of self-efficacy (alpha=@R0

Quantitative data were collected via Survey Mon&egt analysed using SPSS Version 22.

Results

Of the 225 student cyber leaders recruited 157 fod®nschools aged 14 (61%) and 15 (39%)
completed a pre-training questionnaire. It is nodwn if there were any differences between thogeesits
who completed a pre-training questionnaire andethwaso did not. Forty-percent of the leaders weadem
The majority of cyber leaders indicated their acaidestanding was better than (58%) or about theesasn
(39%) most students in their year. On averagecyer leaders had high levels of peer support (ri2&n
sd=0.31) and connectedness to school (mean=3.8,30= Using a Mann-Whitney non-parametric test,

females reported significantly higher peer supgmah males (z=-3.70, p<.001).

Experiences of cyberbullying

Most of the cyber leaders had not experienced ghgroullying in the past term (Table 1). For those
who did, the most common experiences were beingreesty or threatening messages while chattindhen t
Internet (18%), having nasty comments, lies andase rumours posted on a website (13%), being
deliberately ignored or left out of things over theernet (12%), being sent nasty or threatenimgressages
or receiving nasty or prank calls on a mobile ph@{2%), and having nasty comments, lies and/oefals
rumours sent to others’ mobile phones (11%).

Almost all cyber leaders completed a post-trairsngvey (n=154, 98%). Most reported the training
was useful (88%), they were committed to being lzecyeader in their school (94%), felt supportedhieir
leadership role by the school (93%) and felt cagritdo ask staff at their school for help with leeship tasks
(93%).

After completing the training, most students féley had the skills to: discuss ways to prevent
cyberbullying with students (94%), parents (89%) aeachers (86%); discuss safe and appropriate
technology use with students (94%); support wholeosl activities to reduce bullying/cyberbullying80s);
encourage students to help someone who is beirigdiayber bullied (95%); overcome challenges when
planning and conducting activities (91%); plan andduct activities to reduce bullying/cyberbullyi¢gf %);
get support when planning activities (88%); and kvaiith their cyber leader team to plan and conduct
activities at their school (94%) (Table II).
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Table I. Frequency of being cyber bullied

Every few
This did not Once or weeks or
Last term at school how often were you: happen to me twice more
n % n % n %
Sent nasty or threatening text messages or received| 13g | gg5 14 9.0 4 26
nasty or prank calls on my mobile phone?
Nasty pictures/photos or video clips were sentyom | 151 | 968 | 4 26 1 6

mobile phone to hurt or upset me?

Sent nasty or threatening emails? 146 | 936 8 L 2 =

Sent nasty or threatening messages while chattitge®| 108 | 821 | 25 | 16.0 3 1.9
Internet?

Deliberately ignored or left out of things over the 138 | 885 14 9.0 4 26
internet to hurt me?

Had my screen name or password used by someong 142 | 910 | 13 | 83 1 &
pretended to be me online, to hurt me?

Nasty or threatening comments or messages wered 141 | 90.4 | 12 7.7 3 1.9
on my social networking site?

Nasty comments, lies and/or false rumours about mg 13¢ 87.2 17 10.9 3 1.9
were posted on a website?

Pictures/video clips about me were posted on wetsit 145 | 935 8 2 2 =

Nasty comments, lies and/or false rumours about mg 139 89.1 14 9.0 3 1.9
were sent to others mobile phones?

Pictures/videos clips about me were sent to others 148 | 94.9 7 45 1 &
mobile phones to embarrass, hurt or upset me?
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Table Il. Student cyber leader self-efficacy

Strongly Neither agree Strongly
| feel | have the skills to: agree/agree nor disagree | disagree/disagree

n % n % n %
Discuss ways to prevent cyberbullying wii 144 935 10 6.5 0 0.0
students
Discuss safe and appropriate technology| 145 94.2 9 58 0 0.0
use with students
Discuss ways to prevent cyberbullying wil 137 89.0 16 10.4 1 &
parents
Discuss ways to prevent cyberbullying wil 131 85.6 21 13.7 1 7
teachers
Support whole school activities to reduce| 133 875 15 9.9 4 26
bullying/cyberbullying
Encourage students to help someone wh| 1446 94.8 7 45 1 &
being bullied/cyber bullied
Overcome challenges when planning ang 140 90.9 12 7.8 2 1.3
conducting activities
Plan and conduct activities to reduce 139 91.4 10 16 3 20
bulling/cyberbullying
Get support when planning activities 136 88.3 = 11.0 1 -6
Work with my Cyber Leader team to plan| 144 93.5 9 58 1 &
and conduct activities

Via the qualitative data collection process, cyleaders reported their leadership experiences, the
effectiveness of their training, and the advantagesl disadvantages of student-led initiatives in
cyberbullying. Themes including the impact of atlieiy the workshop; the enabling and inhibiting éastof
effective cyber leadership; and the extent to whingir school supported their leadership, emergeah the

data and are discussed below.

Cyber leader self-efficacy

“It taught us how to build a relationship with otheand the skills for building activities and
leadership” (2010 — 15 years of age, female).

The positive impact of the training and associatetivities on the leaders’ sense of self-efficany a
confidence emerged strongly in interviews. A numbliethe leaders reported they felt more confidatking
to other students about the positive uses of tdoggoand cyber safety, and some indicated theidipub
speaking skills had improved. The cyber leaders atported they believed the information they were
providing would be perceived by other students asengredible or relevant, than from adults.
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They (teachers) were supportive of us, but we #dgtdeove the ideas. Yeah ‘cause what we

find is, like in anything, teenagers and kids tldeyather hear these things from someone

their own age or just like a year of two older mtlthan adults. (2011 — 15 years of age,

male)

In fact, several cyber leaders remarked that, &itgraging in their chosen activities, other stuslent
had proactively sought them out to talk about cybsues with which they or their friends were dwagli

“People would come up to me and say, you know Eraggling with this, do you have any advice,
[or] do you have any statistics so | can help sareezise out there” (2011 15 years of age, female).

“Just the fact that they [younger students] trustedme or even any of the other cyber leadersy aft
they would say ‘I'm really struggling’, and that®mething | found really amazing and powerful” 120~

15 years of age, female).

Factors inhibiting and enabling effective cybeadership

Students reported the supports they perceived tebessary for their role as well as the barrieey t
experienced to being an effective cyber leaderl€THE). The factors perceived to enhance theieetifzeness
included having formal acknowledgement of theieroy the school; receiving respect and consistgpart
from their peers, other students, staff and parentseasing confidence in their role and leadgrstills;
having a cohesive and cooperative group of cybaddes; and having sufficient time in school to work
together as a leadership team.

“Well | would probably have to say yeah help frotretteachers. Like | said we weren't really

expecting much and they really sort of came thrdioglus” (2010- 15 years of age, male).

Table Ill. Perceived supports and barriers to beinga Cyber Leader

Supports required to be an effective Barriers to being an effective Cyber

Cyber Leader Leader
Being listened to, respected to and trust Lack of confidence
by peers
Having a connection with teachers Lack of interest from students
Having recognition and authority from Lack of time
school
Support from staff and parents Students not using online facilities

Having confidence and leadership skills| Peer pressure
Having a cohesive group of cyber leade| Not having support from staff and parents

Having times in school when everybody, Failure of communication between
comes together e.g.: assemblies different parties in the school

School ICT staff not helping or supporting

Some leaders also identified factors that inhibiteglr effectiveness, including not having stafflan

parent support; students not using the CFSP oolassroom resources giving them a limited undedstan
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of cyber safety issues; a lack of interest in tih@jget by other school students and some negates p
pressure; limited school ICT support; and a genlaicd of communication between different partieshwai
the school.

“All we need now is staff support with our ideasves know what appeals to other students and ways
to interest them” (2010 — 15 years of age, male).

The cyber leaders indicated they were most suadesdien they had confidence in their role
(agency); felt supported by staff (belonging) aradl lthe skills and experience to fulfil the leadgrdiole

(competency).

| feel like | am closer to everyone and their teabgy. | feel like | can give advice or talk to
people if they are in a bad space, but | feel like have all built initiative to overcome
issues” (2011- 15 years of age, female).

Level of authentic student cyber leadership suggabbly schools

Cyber leaders described the extent to which thiystmported to be authentic leaders according to
Hart's ladder (Hart, 1992). Most indicated theintidution would be categorised as Level 7 on #uzler, as
they initiated and directed their own ideas andtsties, with adults involved only in a supporiveadvisory
role.

“We did, like, all the planning for it and all tteeeating for it, we just went to them and saidhis t
appropriate and stuff like that” (2011- 15 yearsagé, female).

Many of the cyber leaders indicated they were hapily this level of involvement, as it provided
them with independence and the opportunity to shiagie school’s efforts to address cyberbullying.

“All the adults wanted our opinion and help. | waslly happy to find out how useful we were and

that we had actually made a difference” (2010).

Information and support missing

Cyber leaders reported that to be more successéy heeded more information about ways to
prevent and stop bullying; how to respond to stiglevho perpetrate cyberbullying; strategies to supp
targeted friends; true stories about the expergitgoung people involved in bullying situatiom#ho they
can access for support if they are cyberbulliedy o support others as a bystander to cyberbuljyamgl
how to use privacy settings correctly.

When asked if they would be willing to help preparel support the next group of grade 10 cyber
leaders, many students strongly indicated they avéikk to either remain in their role for anothexay (as
grade 11s) or would be willing to support/ mento hew leaders.

“Um it would probably be good to stay on and théeah, yeah. They can give us new ideas that we
probably haven't thought of. So just keep us amhthet another couple of new people” (2010 — 15syeh
age, male).

Student leaders were interested in networking &urthith the cyber leaders from other study schools

to share ideas directly or through an online ptatfo
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“I think it would be good to discuss with other ég#mts in our situation, try to plan ideas and tovkn
what works at other schools and what didn’t, arst keep that regular contact” (2011- 15 years @, ag
female).

Discussion

Listening to and learning from young people is a8akto enhance our understanding of their use of
online environments. Young people can provide expeight given what they observe, perceive, aral th
activities they engage in while spending time amlirAuthentically engaging and encouraging their
participation to drive change benefits studentéesudhemselves, as well as other students anctioelsas a
whole.

The quantitative and qualitative data in this stimtjicate several positive outcomes for the cyber
leaders. While most leaders reported they had paligonot been cyberbullied and most had high lel
peer support and feelings of connectedness to siebiwol, they also reported feeling committed ard-w
prepared to be a cyber-leader, and to collectitadtg action to encourage pro-social online behasiolhey
also reported factors that enabled and inhibited thvolvement and effectiveness as cyber leaderttining
the actions needed to improve future cyber leadeffctiveness. These actions generally included
enhancing school staff capacity to engage moreg fuith student leaders; ensuring the classroom rcybe
education program is implemented effectively to pment the cyber leader activities; and working to
ensure the school’s students support the cybeetsad

Similar to the findings of Mitra (2004), this mixedethods research suggests that the CFSP training
and ongoing support for the cyber leaders conteibyositively to their growing sense of agencyphging

and competence.

Confidence in their role (Agency)

The CFSP aimed to engage young people as co-resesto help other adolescents use technology
more positively and to reduce harm from negativinenexperiences, particularly cyberbullying. Theéer
leaders described in this paper acted as co-impi@rewhile other students (approximately 70) in-study
schools co-designed in the two years prior to shigly, via extensive formative research, the irgetion
content and online delivery. Similar to researcihhdiwted by Spears, Slee, Campbell and Cross (2011),
young people involved in the CFSP contributed te tevelopment of whole-school activities including
classroom and family resources provided to schddie. cyber leaders reported they were empowered and
invited to work with their school’s staff to taildhe CFSP program’s activities, and their dissetionaand
implementation, to suit the needs of the schoolirAportant part of this empowerment process wasran
the cyber leaders felt meaningfully involved and lize self-efficacy to deliver what was asked @fnth This
was evident in both the qualitative and quantitatiata, especially with many wanting to remainhia tole
or to mentor others.

The CFSP positioned young people as both catafysiscounterparts with teachers and parents to
enhance other students’ learning. As catalystsyber leaders worked with teachers in their schtmjslan
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and lead activities during each school term to enthat cyber safety was seen as a priority irsth@ol. The
data suggest the leaders increasingly recognisadpbssessed unique knowledge and skills to presaht
support the cyber learning of students, and in soases staff and families.. They also felt they hemte
credibility than teachers when presenting infororatabout this matter, and as such believed theydcou
achieve more significant change than adults.

The leaders also reported the CFSP provided oppbetsi for them to develop more positive forms
of identification of themselves such as leadergisien makers and change makers, which may not have
previously been available to them.

The cyber leaders’ ratings of the degree of agémey experienced when initiating activities suggest
that most had valuable opportunities to instigdeng while sharing their decisions with schoofffsti
seems reasonable to assume from this finding thai/raf the school staff who worked with the leadeese
attuned to their interests. The outcomes experitenme the cyber leaders seem to meet Heath and
McLaughlin’s (1993) definition of ‘agency in youttevelopment’ where students believe in their selftty

and also believe they are contributing to sometpiogjtive.

Felt supported by staff (Belonging)

The extent to which adolescents feel they belongchool, feel cared for by the school community
and have opportunities to learn from one anothesisisociated with positive behavioural, wellbeingl an
academic outcomes (Libbey, 2004). Student leaderthis study felt well connected to their schoot an
supported by their peers. This study provided nomeropportunities for the leaders to enhance their
relationships with teachers and other students$) miny reporting more meaningful relationships vsitiff
as a result. In a similar study conducted in Canadaincrease in student contribution was also Gatsal
with an increase in school attachment (Lee & Zinmmear, 1999).

While the data suggest most students were allowedake important decisions and felt listened to
and respected by school staff, those students vt donnect or receive as much support from stbtadf
reported less effectiveness and growth from tragdeship experience. While not evident in this gtudher
research suggests that when adults do not giverstsidhe agency to make and implement their dexssio
their roles largely revert to teachers dominatihg students’ decision making (Mitra, 2004). Student
regularly commented they liked the opportunity ® ibdependent and make decisions about actions they
could take, but still needed support from staffisdp implement these. The nature of the relatignbkeiween
the leaders and staff, and their availability, uefhiced both the process of change and the extevtiioh the
leaders benefited personally from the experiencgurE research needs to consider how to adequately

prepare schools to engage and support studentrseasiehange agents.

Having sufficient skills and experience to be cybaders (Competence)
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The CFSP conducted the full day workshop primatdyhelp students recognise, enhance and
practise their leadership skills. In a youth depetent context, Villarruel and Lerner (1994) suggibsit
competence comprises the development of new s&illd capacity, active problem solving and being
appreciated for one’s abilities. Key competenciegetbped by the leaders included identifying withios!-
level actions needed to be taken, based on thie@robs needs; cooperating and making decisionstasm;
negotiating with adults; and presenting to peerd adults. Student leaders also reported they felt w
equipped to discuss ways to prevent cyberbullyimd) safe and appropriate technology use with thelevho
school community. Student leaders also reportet ttier role gave them much satisfaction and puwepos
while also giving them practise to prepare for adesponsibilities. These competencies are sirtildhose
developed by students in the Pupil-School Collatberastudy (Mitra, 2004), where similarly aged stnts
were actively engaged in initiating school-basetatives.

Although the findings from this study are encounggi the study schools were somewhat
homogenous, metropolitan, higher SES, larger namigonent schools that mostly valued being incluided
a study investigating ways to enhance young pesmeline behaviours. Similarly, the cadre of leadsre
likely to be different from those students who weie selected to lead cyber safety initiatives.tiver
research is thus needed to determine the appliyabilthese findings to other groups of young dedpom

more diverse schools.

Conclusion

Given that school students are usually the targethange and of research (Hargreaves & Shirley,
2009), this project is unique. The research metlogyosupported and enabled young people to acbas ¢
researchers. The cyber leaders in particular aetedhange-partners and as such their insights and
perspectives promoted whole-school strategiesdmepte students’ mental health and wellbeing in @line
environment. Engaging young people as leaders liersafety can create meaningful experiences thpt he
them meet their developmental needs, and ensutehbse most knowledgeable about this issue (young
people) contribute to the teaching and learningtbier young people. The CFSP had the dual effect of
building student leaders’ feelings of agency, bging and competence, while enabling them to colateo
with school staff to address cyberbullying as pesiand credible co-educators.

Further research is needed to determine how toneehidie capacity of school staff to enable young
people to adopt change agent roles. Also, resaarnkeded to identify ways to sustain the cybeddesi
school-based efforts by, for example, building reeks of cyber leaders across schools to communarade

share ideas via online social networks.
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